
Sun Mon Tue Wed Thu Fri Sat 

29 30 31 1 2 3 4 

5 6 7 8 9 10 11 

12 13 14 15 16 17 18 

19 20 21 22 23 24 25 

26 27 28 29 30 31  

Ja n u a ry  2 0 2 5  
Name Wang Shujun 

Activity Foreign Agents Registration Act (Covert Action)  — Convicted 2024 

Time Frame 2005—2022 

Affiliations Co-Founded Hu Yaobang and Zhao Ziyang Memorial Foundation Pro-

Democracy non-profit organization. 

Recruitment Recruited by China’s Ministry of State Security in Hong Kong set up by son-in-
law. Incentive was financial. 

Details Passed information about individuals, plans , and intentions of dissidents  
opposing CCP rule. Used email draft folders to communicate.  Several China 
meetings with MSS. Handled jointly MSS offices in Guangdong and Qingdao. 
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Sun Mon Tue Wed Thu Fri Sat 

26 27 28 29 30 31 1 

2 3 4 5 6 7 8 

9 10 11 12 13 14 15 

16 17 18 19 20 21 22 

23 24 25 26 27 28  

F e b ru a ry  2 0 2 5  
Name Thomas Reichenbach  

Activity Economic Espionage (Status alleged) 

Time Frame 2022 - 2024 

Affiliations German citizens Herwig and Ina Fischer, Innovative Dragon Consulting   

Recruitment Suspected recruited by MSS in 1980’s while a student at Peking University. 

Details The German government accused the trio of having illegally exported dual use 
technology since at least 2022.  An MSS officer handled Reichenbach from Chi-
na and  funded the operation through front companies. Allegedly used a front 
company in London to facilitate illegal export and third countries to facilitate 
illegal exports. 
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Sun Mon Tue Wed Thu Fri Sat 

23 24 25 26 27 28 1 

2 3 4 5 6 7 8 

9 10 11 12 13 14 15 

16 17 18 19 20 21 22 

23 24 25 26 27 28 29 

m a rc h  2 0 2 5  
Name Linda Sun 

Activity Covert Action— Acting covertly on behalf of the PRC government 

Time Frame 2012-2023 (Status Accused)  

Affiliations East Coast Henan Association, All China Federation of Returned Overseas Chinese, NY 

Hardwood Floors and Supplies, United Front Work Department/PRC Consulate. 

Recruitment Unknown. Suspected influence asset for China’s United Front Work Department.  

Details Sun allegedly took direction from PRC Consul General Huang Ping and several senior 

Chinese diplomats in the political section of the Chinese consulate in New York City. 

She communicated with them through emails, phone calls, and personal 

meetings.  She allegedly manipulated NYS’s policy towards the PRC, supporting Chi-

na’s policies, dismissing human rights issues, increasing economic interactions, and 

politically excluding Taiwan.   
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Sun Mon Tue Wed Thu Fri Sat 

30 31 1 2 3 4 5 

6 7 8 9 10 11 12 

13 14 15 16 17 18 19 

20 21 22 23 24 25 26 

27 28 29 30    

A p r i l  2 0 2 5  

Name Liu Shengshu (Retired Taiwan Air Force Colonel) 

Activity Espionage  -  Convicted 

Time Frame 2013-2021 

Affiliations MSS, Taiwan Air Force 

Recruitment In China while working for a Taiwanese company. (Probably MSS)  

Operational Details Liu recruited 5 sub sources from Taiwan’s military.  He established a shell 
company in Taiwan to receive pay and to pay sub sources.  Sub source Air 
Force Lieutenant Colonel Sun Wei retired (a former air force security cadre) was 
deeply in dept from casino visits and electronic arcades.  His wife Major took pho-
tocopies of confidential documents from other units with her cellphone.  She also 
filmed and/or audio recorded classified training at Taiwan’s National Defense Uni-
versity.  
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Sun Mon Tue Wed Thu Fri Sat 

27 28 29 30 1 2 3 

4 5 6 7 8 9 10 

11 12 13 14 15 16 17 

18 19 20 21 22 23 24 

25 26 27 28 20 30 31 

m ay  2 0 2 5  
Name Korbein R. Schultz (Sgt. US Army) 

Activity Espionage (Attempting to gather or deliver defense information.)—Convicted 

Time Frame 2022-2024 (Convicted) 

Affiliations US Army 

Recruitment Recruited online. The Handler used a cover he/she lived in Hong Kong and worked for 

a geopolitical consulting firm.  

Details The Handler located in China, instructed Schultz to destroy evidence regarding their 
relationship and activities. The two used Telegram encrypted communications. Schultz 
downloaded information from Army computer systems and took photos of computer 
screens. The handler sent Schultz 14 payments totaling approximately $42,000.  
Schultz lost his house in 2022 to bank foreclosure. 
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Sun Mon Tue Wed Thu Fri Sat 

1 2 3 4 5 6 7 

8 9 10 11 12 13 14 

15 16 17 18 19 20 21 

22 23 24 25 26 27 28 

29 30      

J u n e  2 0 2 5  

Name Wenheng Zhao AKA Thomas (U.S. Navy Petty Officer) 

Activity Espionage  

Time Frame 2022—2023 (Convicted) 

Affiliations US Navy, Almost certainly MSS,  

Recruitment Online recruitment using cover of maritime think tank 

Details Zhao accessed and sold highly sensitive information to a Chinese intelligence officer for 
an approximate total of $14,866.  Zhao and his handler used Telegram and other en-
crypted messaging apps. Zhao used a “dynamically encrypted” IP address to transmit 
sensitive information. Zhao used his cellphone in secure military locations and facilities 
to copy documents. He took videos of military equipment.  The PRC intelligence officer 
directed Zhao to destroy evidence of his activities.  
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Sun Mon Tue Wed Thu Fri Sat 

  1 2 3 4 5 

6 7 8 9 10 11 12 

13 14 15 16 17 18 19 

20 21 22 23 24 25 26 

27 28 29 30 31   

J u ly  2 0 2 5  

Name Jinchao Wei (AKA Patrick Wei) Machinist’s Mate US Navy.  

Activity Espionage  --  Status Alleged 

Time Frame 2022-2023 

Affiliations US Navy, USS Essex, MSS (almost certainly) 

Recruitment Probably online 

Operational 

Details 

Wei communicated with a the PRC intelligence officer using encryption.  The PRC IO 

directed Wei to film blueprints and take photos of equipment with a cellphone. The 

PRC intelligence officer instructed Wei not to talk about their relationship and to de-

stroy evidence of their communication and activities.  Wei provided restricted photos, 

videos, documents, and over 50 technical and mechanical manuals. Wei’s mother en-

couraged him to spy for China.  
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Sun Mon Tue Wed Thu Fri Sat 

     1 2 

3 4 5 6 7 8 9 

10 11 12 13 14 15 16 

17 18 19 20 21 22 23 

24 25 26 27 28 29 30 

Au g u s t  2 0 2 5  
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Name Linwei Ding (AKA Leon Ding),   

Activity Economic Espionage (Status Alleged) 

Time Frame 2022 - 2023  

Affiliations Google, Shanghai Zhisuan Technology Co. Miracle Plus, Rongshu  

Operational 

Details 

Lin Wei Ding allegedly began stealing Google’s trade secrets that detailed the company’s work 

in Artificial Intelligence.  Ding conducted periodic data transfers until May 2, 2023, accumu-

lating more than 500 files.  He copied 500 files over a year thereby avoiding detection by 

Google. Ding allegedly made trips to China to coordinate his business arrangements. He re-

peatedly lied to Google management and security officers about his actions, plans, and inten-

tions.  Ding allegedly had another Google employee use his work-issued access badge to scan 

into the entrance of a Google building hiding the fact he was in Beijing. Ding used open emails 

and WeChat (encrypted) for communications. 



Sun Mon Tue Wed Thu Fri Sat 

31 1 2 3 4 5 6 

7 8 9 10 11 12 13 

14 15 16 17 18 19 20 

21 22 23 24 25 26 27 

28 29 30     

S e p t e m b e r  2 0 2 5  
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Name Jian Guo 

Activity Espionage  

Time Frame 2019-2023 (Status Alleged) 

Affiliations Member of the European Parliament Maximilian Krah, Federation for a Democratic China, 

The China Republican Party   

Recruitment Recruited by MSS (Suspected by German government in 2010) 

Operational 

Details 

Germany arrested Jian Guo for passing information about parliamentary negotiations and  
decisions to Chinese intelligence. He also spied on Chinese opposition figures in Germany. 
The Germans also arrested Ms. Yaqi X for reporting to Guo The information included flight, 
cargo, passenger data, and details on the transportation of military equipment (Likely for 
Ukraine) and people associated with a German arms company  logistics movements of car-
go  moving through Leipzig airport.   



Sun Mon Tue Wed Thu Fri Sat 

28 29 30 1 2 3 4 

5 6 7 8 9 10 11 

12 13 14 15 16 17 18 

19 20 21 22 23 24 25 

26 27 29 29 30 31  

O c to b e r  2 0 2 5  
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Name Chen Jun (AKA John Chen) 

Activity Covert Action (Convicted) 

Time Frame 2019—2024 

Affiliations Lin Feng, Mike Sun, United Front Work Department, Unit 601, “US-China Friendship Promotional 

Association, US News Center , PLA  

Operational 

Details 

John Chen and Lin Feng acted as unregistered agents of the PRC bribing an IRS agent in connec-
tion with a plot to target U.S.-based practitioners of the anti CCP spiritual group Falun Gong.  The 
IRS agent was an undercover Law Enforcement Officer.  Chen was also handling Yaoning “Mike” 
Sun who was arrested on 17 December 2024 for allegedly attempting to manipulate an election 
for City Council in Arcadia, California.  Money was sent using bitcoin. Open emails and calls to 
PRC officials. Use of WeChat. Instructions from China to use voice mail, not text.  Sun was listed 
as the campaign treasurer for City Council Member Eileen Wang.  



 

Sun Mon Tue Wed Thu Fri Sat 

26 27 28 29 30 31 1 

2 3 4 5 6 7 9 

9 10 11 12 13 14 15 

16 17 18 19 20 21 22 

23 24 25 26 27 28 29 

N ov e m b e r  2 0 2 5  
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Name Yang Tengbo—Businessman 

Activity Covert Action—Denied entry to the United Kingdom 

Time Frame 2015-2022 

Affiliations United Front Work Department, Price Andrew, Hampton Group International, Beijing Overseas 

Friendship Association, Chinese People’s Political Consultative Conference   

Operational 

Details 

In 2023, businessman Yang Tengbo was denied entry to the United Kingdom. According to the 

British government, Yang engaged in covert collection and influence on behalf of the United 

Front Work Department. Evidence obtained during an investigation included a letter on his 

cellphone addressed to the Beijing UFWD, a list of people travelling in a delegation including  

UFWD and Beijing Overseas Friendship Association members. Yang listed himself as the over-

seas representative of the UFWD’s Chinese People’s Political Consultative Conference.   



 

Sun Mon Tue Wed Thu Fri Sat 

30 1 2 3 4 5 6 

7 8 9 10 11 12 13 

14 15 16 17 18 19 20 

21 22 23 24 25 26 27 

28 29 30 31    

D e c e m b e r  2 0 2 5  
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Name Guan Tianfeng  AKA GBigMao. Gxiaomao  

Activity Economic Espionage, Covert Action—Fugitive in China  

Time Frame 2020 (Sanctioned in 2024 by US Dept. of Treasury) 

Affiliations Sophos Ltd. Ministry of Public Security,  Sichuan Silence Information Technology 
Company, Limited.  National computer Network Emergency Response Technical Team. 

Recruitment Freelancer since 2018    

Operational  

Details 

Guan is a Security Researcher at  Sichuan Silence Information Technology Company, Limited, whose 
core clients are PRC intelligence services.  He and his company compromised 81 thousand servers 
worldwide. They sold Trade Secrets and data on overseas dissidents to private companies and gov-
ernment agencies.  In addition, Facebook and 86 Instagram accounts linked to Sichuan Silence were 
used to target the US and the UK, and Chinese speaking audiences in Taiwan, Hong Kong, and Tibet 
in a COVID disinformation campaign.  Guan is on the FBI’s most wanted cyber list. 


